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Topics

Reviewing digital repository assessment and audit using the 
cycle of community good practice development and evolution:

• Need for self-assessment, audit, and certification 
• Community standards and guidelines 
• Tools and techniques 
• Using lessons learned 



Cycle of good practice  for communities 

1. Identify: define and specify a challenge or an unmet need 
2. Specify: develop standards and guidelines
3. Implement: build tools and techniques to apply standards
4. Improve: evolve using experience and changing needs 



1. Identify

1996 PDI Report 
Seminal community document:
Called out the need for audit 
and certification, defined the 
issues, suggested actions



2. Specify

TDR 2002
Implications for our community 
for doing audits and assessment

Starting point for TRAC 



• TRAC Checklist, 2007 – ISO 16363: 2012, pending revision 
• nestor Catalogue of Criteria for Trusted Digital Repository, 2004
• Ten Principles (for digital repositories), 2007 
• Data Seal of Approval, 2008 

2. Specify: examples 



Audit and Certification of Trustworthy Digital Repositories

ISO 16363: 2012 
2021 pending 
based on TRAC



In Practice…

3. Implement 



Early assessment tools and approaches 

• DINI (Germany) – archive certifications  
- A certification example for TRAC in place by early 2000s

• DRAMBORA (DCC, DPE) – risk management tool for collections 
- A means for managing evidence launched around 2005

• Test audits using TRAC since 2006 
- Process and documentation example that informed ISO 16363

• DPM Self-assessment Tool version 1
- Capture documentation for incremental improvement (c 2010)



Ten Principles



PLATTER
Planning Tool for Trusted 
Electronic Repositories
2008

Business Plan 
Staffing Plan 
Data Plan 
Acquisition Plan
Access Plan 
Preservation Plan 
Technical System plan 
Succession Plan 
Disaster Plan 



DPM Self-assessment & Audit Tool

Ongoing self-assessment and audit
• Version 1.0 at ICPSR – TRAC 
• Version 2.0 at MIT Libraries – ISO 16363



DPM Self-assessment Tools: Roles



Completing a self-assessment or audit may lead a repository to:
• Formalize policies
• Define roles and responsibilities
• Consider succession planning
• Designate funding
• Rationalize metadata
• Address preservation rights
• Prioritize technical developments

Outcomes of self-assessment and audit



4. Improve

McGovern, DPM Workshops



Community developments from lessons learned:
• NDSA Levels of Digital Preservation v. 1 2011; v. 2 2020

- 2011: help repositories get started 
- 2020: informed by using 2011; added assessment tool 

• Outer OAIS - Inner OAIS (OO-IO) Model, 2016 
- Addresses audit for repositories and providers (Zierau and McGovern)

• Core Trust Seal, 2017
- World Data Systems (WDS) + Data Seal of Approval (DSA)
- related: FAIR Principles (Findable, Accessible, Interoperable, Reusable), 2016

• DPC Rapid Assessment Model (RAM) v. 1 2019; v. 2 2021
- Making it easier for repositories to do a gap analysis 

Evolving good practice using lessons learned 



Objectives
With our ongoing assessment and audit developments we are 
trying to:
• Improve our ability to define, build, demonstrate and measure 

(compliance, users) trust in our repositories
• Incorporate standards-based practice into day-to-day
• Highlight benefits and value of self-assessment & audit
• Make demonstrating good practice ongoing, efficient, productive 

– and enjoyable?    



Next improvements?
My wish list:
Add tools to make self-assessment and audits easier:

- create, capture, update documentation for audit and assessment 
- use assessment results to prioritize development needed 
- support peer review audits 
- collaboratively complete self-assessments and audits with providers 
- share results from assessments and audits 

How do we find out who has been certified? 
Who should be audited or certified? 
Who should do audits and certification? 



Thank you! 

Questions? 


